REQUESTING FMBS WEB ACCESS


STEP 1:  Log into the MWR Portal at:  https://www.mwr.army.mil/
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STEP 2:  Click on the FMBS Web link. 
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STEP 3:  Select the appropriate certificate (normally e-mail certificate) and click the “OK” button.
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STEP 4:  If asked, enter your CAC card pin number and click the “OK” button.
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STEP 5:  Read the disclaimer statement and click the “I Agree” button.  If you do not agree, exit the website and close your browser.
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)STEP 6:  The new user will receive a screen telling them that they are not a registered user of FMBS Web and they need to apply.  Click on the “here” link to access the online FMBS Web New User’s Registration Form. 
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STEP 7:  Complete the FMBS Web New User Registration Form.

[image: ]STEP 8:  Click the SUBMIT button at the bottom of the application to submit the completed application to the approving authority.
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	(1) First Name
(2) Last Name 
(3) E-mail Address (@mail.mil)       
(4) Telephone Number                                  
	(5) Type of Access (from the dropdown menu select Headquarters)
(6) Comments: (1) enter your Division Code (2) Enter “entry only” or “entry & review” or “review only” based upon required access.       


                                                                                       
[bookmark: _GoBack]STEP 9:  Confirmation of request submitted.  After clicking the “Submit” button in the last step, a confirmation screen will appear indicating the request for access has been submitted.
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STEP 10:  Notification user has access.  When the user received an e-mail subject: FMBS Web Access Request Approved.  It will be similar to the one below.  It means the user has been granted access to FMBS Web at the indicated access level. The use should follow the instructions in Paragraph 5 (Log-In) to start using FMBS Web.
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NOTE:
  
Do 
NOT
 send e-mails to 
FMBSAdmin@mail.mil
.  This 
is 
an automated e-mail account used solely to send notification messages. 
           
 It is 
not
 monitored
.
)
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FMBS WEB

You are not a registered user of the FMBS system. To apply for access please dlick here
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FMBS WEB

Your access request has been received. An application administrator will contact you once your request has been processed.




image8.png
Thu 1/22/2015 9:31 AM

FMBSAdmin@mail.mil
FMBS Web Access Request Approved
To. Kant, Robert A (Bob) CIV USARMY MCOM HQ (US)

Robert Kant, your FMBS Web access request has been approved. You have been assigned to the role of Headquarters Application Administrator.
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INAF FINANCIAL MANAGEMENT BUDGET SYSTEM
You are accessing a LS. Government (USG) Information System () that i provided for USG-authorized use oriy.
By using ths IS (which includes any device attached to thi ), you consent to the following conditions:

The USG routinel intercepts and moritors communications on this IS for purposes including, but not fimited to, penetration testing, COMSEC monitoring, network operations and defense, personnel misconduct
(PM) aw enforcement (LE), and counterinteligence (C0) investigations.

At any time, the USG may inspect and seize data stored on this 5.
Communications using, or ata stored on, this IS are not private, are subject to routine monitoring, interception, and search, and may be disclosed or used for any USG-authorized purpose.
This IS includes security measures (e.g. authentication and access controls) to protect USG interests--not for your personal benefitor privacy.

Notwithstanding the above, using this IS does not constitte consent to PM, LE or Clinvestigative searching o monitoring of the content of privieged communications, or work product, elated to personal
representation or services by attorneys, psychotherapist, or clergy. and their assistants. Such communications and work product are private and confidentia. See User Agreement for detals.





